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● (1535)

[English]
The Chair (Mr. Kelly McCauley (Edmonton West, CPC)):

We'll start. Good afternoon, everyone. It was a lively bunch and
now everyone is quiet, which is wonderful.

Welcome to meeting number 39 of the House of Commons
Standing Committee on Government Operations and Estimates,
a.k.a. the mighty OGGO. From 3:30 to 4:30, we will be studying
ArriveCAN in public.

As witnesses we have, as an individual, Amanda Clarke, asso‐
ciate professor, school of public policy and administration, Carleton
University. From the Department of Foreign Affairs, Trade and De‐
velopment, we have Mr. Robert Stewart, who is the deputy minister
of international trade. From Treasury Board, we have back with us
Catherine Luelo, deputy minister and chief information officer; and
also digitally we have Mr. Sean Boots, who is senior policy adviser,
Canadian Digital Service.

We'll have five-minute opening statements, starting with Ms.
Luelo, please.

Ms. Catherine Luelo (Deputy Minister, Chief Information
Officer of Canada, Treasury Board Secretariat): Good after‐
noon.

Before I begin, I'd like to acknowledge that I am speaking here
today from the traditional unceded territory of the Algonquin An‐
ishinabe people.

I would just like to note that this is actually my first appearance
at committee. I'm excited to be joining you here today. Be gentle;
it's my first time. I'm not sure if that's appropriate to say.

I have spent 16 months at the government out of a 30-year pri‐
vate sector career across several industries. I worked in energy and
telecom, and actually served as the chief information officer at Air
Canada, as well as in a commercial role at WestJet, so I worked for
both of our large airlines. Those were very complex operating envi‐
ronments, as is the Government of Canada. There is a sizable op‐
portunity to deliver Canadians high-quality, accessible and efficient
government services through the improved use of digital, and that's
what attracted me to come and serve the country.

As the chief information officer of Canada, it's my accountability
to provide overall leadership for the management of information
technology, information management, and service and digital trans‐
formation within the Government of Canada. My office does this
by supporting the administration of legislation related to access to

information and privacy, developing policy plans and standards,
and a strong emphasis on enabling departments in their project and
program management. That's a big piece of what we do as well.

There's policy on service and digital and policy on security for
government, which includes cybersecurity. That also includes the
GC cybersecurity event management plan. In the event that we
have a cyber event within government, it is our team that actually
coordinates the response.

We are also accountable for ensuring overall technology plan‐
ning for the Government of Canada and we do so through a variety
of different mechanisms. I have the privilege to support the Canadi‐
an Digital Service as part of my accountability, and we have Sean
Boots from that team with us here today.

In August 2022, we launched the Digital Ambition for the Gov‐
ernment of Canada. This is an ambition for all Canadians and it's to
serve them in a digital way and deliver government in a digital way.
It's a clear long-term strategic vision that tells us and guides us as to
how we are going to actually recruit talent and deal with privacy,
accessibility and the landscape of cybersecurity, and wraps that all
up into a three-year plan. I encourage you to look at Canada.ca to
have a look at that.

The highlights of this plan are transforming our services with
modern technology while continuing to deliver the services that
Canadians rely on today, so really doing government in a digital
age.

We also highlight unlocking data to enhance programs and ser‐
vices, designing policies and strategies that have real-world im‐
pacts, and measuring performance. A very important part of the
overall digital ambition is evolution in funding, talent and culture.
We are dealing with a talent issue in this country and at the Govern‐
ment of Canada as it relates to digital talent. I'm sure our conversa‐
tions will take us there today.

[Translation]

Thank you once again, Mr. Chair, for inviting me to speak with
you today.
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[English]

I welcome any questions that you may have today.

Thank you.
The Chair: Thank you very much.

Mr. Boots, it's over to you for five minutes, please.
Mr. Sean Boots (Senior Policy Advisor, Canadian Digital Ser‐

vice, Treasury Board Secretariat): Thanks so much, Mr. Chair.
I'm really grateful to be here.

I'm a federal public servant who works on technology and public
policy. I was invited to be here today in the context of research
work that I did with Professor Amanda Clarke over the past year as
part of the public servant in residence program. I'll be focusing my
comments and answers today on observations related to that re‐
search.

This work was part of a research program that Professor Clarke
leads on trustworthy digital government. IT procurement and the
relationship between IT vendors and public service organizations
are a big part of that story in terms of both public trust and public
sector capacity.

Professor Clarke and I analyzed publicly available contracting
data from federal departments, specifically the proactive disclosure
of contract status set that lists contract award data. What we were
looking for was trends in government IT contracting at scale. It's a
classic kind of open-data problem. It's taking data that's publicly
available but hard to understand or interpret and doing the work to
transform it into something that's more insightful and easier to read
and understand. You can see the results at govcanadacontracts.ca.
I'll skip over our approach in the interest of time, but you can read
about the methodology there.

There are a few questions that we can answer pretty confidently.
In other cases, it's a bit more tentative given the data quality. One of
the main takeaways is that this past fiscal year the government
spent about $4.7 billion on IT procurement across all departments
and agencies except for the Department of National Defence, which
we categorize separately.

Of that, about $1.9 billion was spent on IT consultants and con‐
tractors, $1.2 billion on software licensing, $840 million on devices
and equipment, and about $750 million on telecoms and other mis‐
cellaneous IT costs. These are all costs per year. Corrected for in‐
flation, it's about a 27% increase in IT spending overall between
2017-18 and 2021-22.

Information technology is now the second-highest category of
contract spending after facilities and construction. On the website,
you can see who the largest IT providers are. Over the five years
that we looked at, three companies received an average of
over $100 million per year, which cumulatively is about 22% of to‐
tal government-wide IT contract spending. Another 10 companies
received an average of more than $50 million a year or about 17%
of total IT spending. We don't have any publicly available data on
how concentrated these companies are, for example, in the national
capital region or, for example, how many of them are fully based in
Canada.

The other question we were curious about was the number of IT
contractor and consultant staff currently working at federal depart‐
ments, typically with departmental laptops, emails and building
passes. Our research team filed some access to information requests
and none of the departments that responded had data available on
the number of IT contractor staff working there, so we used some
other publicly available IT expenditure data and we estimated that
there are about 7,700 IT contractor staff across departments. In
comparison, the government has about 18,000 in-house IT staff. In
both cases, again, this excludes DND. Overall, for the core public
service, that's a ratio of about one IT contractor for every 2.3 full-
time IT employees.

From ATIP responses that came in this past month, we learned
that the average per diem or daily pay rate for IT professional ser‐
vices contractors in federal departments is about $1,400 per day.
These per diems go from as low as $230 per day to as a high
as $2,800 per day. In comparison, a government IT-2 average em‐
ployee salary is about $400 a day, including salary and benefits,
and the average IT-5 salary is about $650 per day. An IT-5 is the
highest-level tech employee in the public service. There are only
about 500 or 600 of them across government.

What's challenging is that with the data that's publicly available,
it's hard to evaluate whether the amount that the government is
spending on IT is good or bad, and whether the ratio of outsourced
IT contractors to in-house IT staff is appropriate. The source data
isn't consistently linked to specific IT projects. There isn't public
data on how those projects panned out. Essentially, without know‐
ing whether IT projects turned out successfully or not, it's hard to
say whether the money that was spent on them was worthwhile.
There is some publicly available data on government IT projects
that are larger than $1 million, thanks to a parliamentary written
question. If you search for large Government of Canada IT projects,
you can find recent data from earlier this year.

Professor Clarke can speak about this in more detail, but there's a
strong relationship where the larger an IT project is, the higher its
risk of failure. Our research puts into perspective that ArriveCAN,
although it was a lot more publicly prominent than other govern‐
ment IT projects, is fairly small in scale compared to the govern‐
ment's overall IT spending totals.
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I think the note I would end on is that it's great to see this level of
interest in government technology work. More transparency on
how we work as a public service, how we procure or build digital
services and how we learn and improve them is really important.

Thanks so much for your time.
[Translation]

Thank you for your attention.
[English]

I'm happy to answer your questions.
● (1540)

The Chair: Thanks, Mr. Boots.

I share your concern over ATIPs. I have many that are actually
five years outstanding still.

Professor Clarke, you have five minutes, please.
Ms. Amanda Clarke (Associate Professor, School of Public

Policy and Administration, Carleton University, As an Individ‐
ual): Thank you, Mr. Chair, and thanks to the committee for having
me here today.

I'm Amanda Clarke and I'm an associate professor at Carleton
University's school of public policy and administration. For the past
decade or so, I've been studying digital government reforms in
Canada and internationally.

When I first read about the ArriveCAN app, I have to admit I
wasn't particularly shocked. Its cost is actually a tiny percentage of
the government's annual IT contract spend, as Mr. Boots just illus‐
trated, and certainly it's not the most outrageous contract that I've
seen over the years. But when I say I wasn't shocked, it's more be‐
cause ArriveCAN's story is pretty standard. Reliance on a staffing
agency to fill gaps in in-house capacity, insufficient research into
how the app would be used by frontline staff or the public, sloppy
public communications around data stewardship—this is a pretty
classic government technology story.

The committee has the policy brief that Mr. Boots and I prepared
based on our analysis of the federal contracting data. In my re‐
marks, I really want to focus in on what I think is the key question
at play here, which is what it would take to build a federal public
service that can better manage technology projects like ArriveCAN,
because that's where we all want to get to.

The most important step is to earnestly invest in the digital com‐
petency of the federal public service. We've long chosen, both de‐
liberately and by unconscious habit, to turn to private IT vendors
and management consultants to fill what are glaring gaps in digital
expertise in the federal government. In turn, very little has been
done to hire and train public servants such that the government
could make sensible, accountable and strategic decisions about
technology. We let the muscle atrophy and none of us should be
surprised today that it can't do much heavy lifting.

This is a problem for two key reasons. One, if you don't have
sufficient in-house IT expertise, you simply can't be a smart shop‐
per when you go to buy IT services, software and equipment. This
helps explain why in our analysis the federal government regularly

breaks accepted best practice in modern IT procurement. The con‐
tracts are too big. They're too long. The government doesn't priori‐
tize open source or public ownership of intellectual property. The
government locks into vendors and finds itself with few escape
routes if a vendor underperforms.

The second reason that you need to build strong in-house capaci‐
ty speaks to the fundamental role of technology in today's policy
process. Everything governments do is shaped by the digital sys‐
tems informing that work, and all government activities today result
in some sort of digital output. It's simply not enough to treat tech‐
nology as something that happens after the real policy work and
that can be largely outsourced as a result.

Acknowledging this after decades of outsourcing as a default,
leading digital-era governments are now aggressively hiring tech‐
nologists. They're appointing senior leaders like Ms. Luelo who
have a deep understanding of technology and its role in the policy
process. They do this because they've realized that governments
can build beautiful services that genuinely improve people's lives.
Further, they realize that the state is, in many instances, far better
positioned than private actors to produce trustworthy, reliable and
inclusive digital public services. Notably, this consensus globally is
shared by governments on the left and on the right. This is not a
partisan debate that's happening here.

The question, then, is how the federal government can catch up
with this trend. As I said, first we really need to earnestly commit
to hiring tech talent. This will require being honest about salary
scales, career progression models, evaluating bilingualism require‐
ments and loosening requirements to be in the office. It can be
done, though, and the Canadian Digital Service is truly a success
story here.

Second, more can be done to upskill existing public servants
through dedicated training, and I'd really like to see this training fo‐
cus in particular on senior leaders. The vast majority of leaders in
the current federal public service have never been asked to under‐
stand technology and its role in the policy process. In fact, in some
cases those leaders purposely divorce themselves from decisions
about technology because they so often end in failure. That learned
helplessness is no longer acceptable.
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The last point I want to make, though, is that hiring and training
will do very little if the broader administrative culture of the federal
public service remains the same. Public service leaders and re‐
searchers have long complained that the federal government is ex‐
cessively risk-averse and burdened with unhelpful processes, re‐
porting requirements and webs of opaque, nonsensical rules. This
stifles creativity. It overly restricts the autonomy of public servants.
It encourages apathy. It's near impossible in that context to build
strong digital products, even if you have all the talent on staff.

The thing I really want to make clear is that we're not starting
from zero here. There is an immensely talented group of public ser‐
vants like Mr. Boots who are trying to do good technology work in
the federal government but in a context where it's often hard to do
the right thing. It's easier to not try to be innovative and creative
and push the boundaries. Many of these public servants are burning
out; they're ready to leave or they already have.
● (1545)

The key thing is that we address long-standing management and
organizational failures in the federal public service. If we don't do
that, any effort to bolster digital capacity is going to fall flat.

Thank you.
The Chair: Thanks, Professor Clarke.

Mr. Stewart, go ahead.
Mr. Rob Stewart (Deputy Minister, International Trade, De‐

partment of Foreign Affairs, Trade and Development): Thank
you, Mr. Chair.

Good afternoon to the members of the standing committee.

My name is Rob Stewart, and I'm the deputy minister of interna‐
tional trade. Until October 16 of this year, I was the deputy minister
of public safety, and I believe that is the reason you are asking me
to appear before you today. My remarks will focus on my time in
that role.
[Translation]

As members are aware, the role of Public Safety Canada is to
support the Minister of Public Safety and coordinate across portfo‐
lio agencies, namely, the Canadian Security Intelligence Service,
the Canada Border Services Agency, the Royal Canadian Mounted
Police, Correctional Service Canada and the Parole Board of
Canada. We are not mandated to provide oversight over the agen‐
cies; rather, the department's principal role is to bring a coordina‐
tion function to the public safety portfolio and its five agencies.
[English]

Today, I will provide a brief overview of the timeline of the Ar‐
riveCAN app's development and use when I was deputy minister of
public safety.

As you heard in previous testimonies, the ArriveCAN app was
developed and launched as quickly as possible after the World
Health Organization declared a pandemic on March 11, 2020. As
the Public Health Agency of Canada and the Canada Border Ser‐
vices Agency stated, the app was developed to help limit the spread
of COVID-19 and facilitate the flow of travel. It was developed on
an emergency basis, and was up and running on April 29, 2020.

● (1550)

[Translation]

The application was needed once it became clear that the Public
Health Agency of Canada could not efficiently manage a manual,
paper‑based process to pass health information to the provinces and
territories. This information was needed to quickly carry out com‐
pliance and enforcement activities, including quarantines.

[English]

As such, ArriveCAN is not a simple information-sharing app; it's
a secure transactional app and web tool that used the internationally
recognized SMART health card standard to verify proof of vaccina‐
tion.

The CBSA did not have all the resources needed to develop and
manage ArriveCAN while it continued to perform its essential day-
to-day function in managing the border. For this reason, the CBSA
used several professional services contracts for the development
and maintenance of ArriveCAN based on their expertise.

[Translation]

As the pandemic situation evolved, the Government of Canada
made regular adjustments to border measures under new orders in
council.

[English]

There were, I think, over 80 orders in council, in total, over the
two-and-a-half-year period. These changes were to ensure Canada's
COVID-19 response remained effective, but they also meant regu‐
lar updates to ArriveCAN. Some of these adjustments were minor,
whereas others, such as proof of vaccination, molecular attestations
and quarantine plans, were very significant.

Each of these needed to be developed and tested prior to launch
to ensure the app was up to date and secure. That would be on sev‐
eral platforms, several technologies, and in several languages. To
that end, the total budget for ArriveCAN also includes all the nec‐
essary work to operate, maintain, and upgrade the app. That includ‐
ed 70 updates and upgrades as the COVID measures changed.

[Translation]

That is the context in which this work took place over the past
two and a half years.

[English]

I would be happy to answer your questions.

The Chair: Mr. Stewart, thanks very much.
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We'll start with six minutes from Mr. Barrett, please.
Mr. Michael Barrett (Leeds—Grenville—Thousand Islands

and Rideau Lakes, CPC): Thanks, Mr. Chair.

Mr. Stewart, who came up with the idea for ArriveCAN?
Mr. Rob Stewart: I don't know the answer to that, as a matter of

fact. It was, in my understanding, part of a suite of digital tools the
CBSA was developing with the aim of digitizing the border and
better managing the border. When the pandemic arrived, I believe it
was converted to the use as a screening tool.

Mr. Michael Barrett: Okay, thanks.

Mr. Stewart, was the minister aware that GC Strategies was giv‐
en one of the contracts to develop ArriveCAN?

Mr. Rob Stewart: I do not believe so.
Mr. Michael Barrett: Is that unusual, that he would not be

aware of a contract?
Mr. Rob Stewart: Not at all.
Mr. Michael Barrett: Were the minister's staff, including your‐

self, aware of GC Strategies being given the contract for the app?
Mr. Rob Stewart: No. Again, and I can't provide assurance, but

as a general matter, when an organization like CBSA, which is a
very large organization with many IT applications and many other
services that require contracting, does that, they do it under the au‐
thority delegated to them. They are not required to, nor would it be
efficient for them to, report on all those contracts to the minister.

Mr. Michael Barrett: Okay.

Who would the authority on this ArriveCAN file have been dele‐
gated to in your department?

Mr. Rob Stewart: It was not delegated to anyone in my depart‐
ment. It was done under the authority of the president of CBSA and
CBSA as an institution, which is a direct report to the Minister of
Public Safety. The Department of Public Safety's role, and my role,
was to participate in the discussions that went on around managing
the border. That is how I am aware of the ArriveCAN app.

Mr. Michael Barrett: Okay.

When were you first briefed about ArriveCAN?
Mr. Rob Stewart: It came up early in the discussions as we were

managing what was, at that time, the very rapid closure of—or lim‐
its put on—the Canadian border. That would have been in March
2020. I can attest to the fact that the minister at that time, Minister
Blair, was very anxious to have the CBSA get a tool in place that
would allow the border to be better managed, because wait times
were increasing and complaints were rising.
● (1555)

Mr. Michael Barrett: When would Minister Blair have been
first briefed about the ArriveCAN app as the tool that he was look‐
ing for?

Mr. Rob Stewart: In my best guess on that, it was March 2020.
Mr. Michael Barrett: Who would have briefed the minister?
Mr. Rob Stewart: It would be President Ossowski and his team.
Mr. Michael Barrett: That is the former president of the Canada

Border Services Agency.

Mr. Rob Stewart: That is correct.

Mr. Michael Barrett: It was the president of the Canada Border
Services Agency who would have been the person responsible, or
the person who would have delegated authority for the contracting
of the app, or was that all done by Shared Services Canada?

Mr. Rob Stewart: No, CBSA would have employed—and I be‐
lieve they did employ—the services of Public Services and Pro‐
curement Canada, which has standing offers for the provision of
services. They would have said, “This is what we need.” They
would have gone to the PSPC department and had them prepare a
contract for those services.

Mr. Michael Barrett: Okay.

Were you aware of any communication traffic with respect to Ar‐
riveCAN or its vendor prior to your official briefing?

Mr. Rob Stewart: No.

Mr. Michael Barrett: Can you clarify who would have ap‐
proved the ArriveCAN app as the tool that the minister had de‐
sired?

Mr. Rob Stewart: The president of CBSA, and CBSA as an or‐
ganization, would have chosen and developed ArriveCAN as the
tool. The minister had approval of the launch of the tool.

Mr. Michael Barrett: Minister Blair had approval of the launch,
but CBSA had the authority for the development and contracting. It
was just for the minister to sign off on its implementation.

Mr. Rob Stewart: That's correct.

Mr. Michael Barrett: Are you aware of the consultations with
any other vendors?

Ms. Luelo, perhaps you could speak to that process on the selec‐
tion of an organization like GC Strategies when other companies
had the in-house capabilities to deal with it, instead of subcontract‐
ing it out. Are you aware of the process that was undertaken in this
case?

Ms. Catherine Luelo: I am not aware of any additional context
around this, but it would not be abnormal in a situation where
you're time-constrained, as we were on this, to do the procurement
the way CBSA did the procurement.

Mr. Michael Barrett: Okay.

Typically, would it be standing offers that would be used to se‐
lect vendors like GC Strategies, or past practice, or a familiarity
with the vendor?

Ms. Catherine Luelo: Standing offers are the typical vehicle
that we use for that, but I think, again, in extraordinary circum‐
stances there are options to do sole-sourcing and processes to be
followed around that.

Mr. Michael Barrett: Okay.

Thank you.

The Chair: Thank you, Mr. Barrett.
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Mr. Kusmierczyk, go ahead for six minutes.
Mr. Irek Kusmierczyk (Windsor—Tecumseh, Lib.): Thank

you, Chair.

March 2020 was an extraordinary time for this country. We heard
last week from the CBSA, when they were here in front of the com‐
mittee, that the app was developed in a month, in 30 days. We
heard that for the app itself, the systems and the back-end systems
were quite complex, in the sense that it needed to facilitate data
sharing among many agencies and organizations; it needed to safe‐
guard privacy, which was absolutely paramount; and it needed to be
accessible for Canadians across all platforms. We heard that there
were 30 million submissions of this app. We also learned that 97%
of those submissions went through without a hitch, without any
glitches. We also learned, obviously, that this app was able to ac‐
commodate 80 orders in council, 80 changes.

I have a question for Ms. Luelo.

Has Canada, in your understanding, ever developed an app for a
system of this complexity and scale in 30 days? In your extensive
experience working in the private sector, even in the private sector
would you say that this was an accomplishment?

Ms. Catherine Luelo: I was at an airline when this happened, so
I vividly remember the extraordinary times. This, to me, is a very
good example of exactly what the private sector would do in a set
of circumstances like this. I think that the CBSA team, the Govern‐
ment of Canada team, should be incredibly proud of the fact that
they were able to develop and deploy this for Canadians at a very
difficult time.

My hope, as we unpack the lessons that we need to learn around
this, is that it does not put us into a spot where we become less risk-
adverse than we are today as a system, because for us to do good
digital work for the government we need to be able to move more
quickly than we do today. I would offer that 65% of the digital sys‐
tems for the Government of Canada are in poor health and we need
to have a greater ability to work with partners, move more quickly
and take some risks, and I think this is a very genuine example of a
good accomplishment. As with any fast-moving digital projects that
happened in my prior experience, and I've had wins and losses,
there were always lessons at the end, but this is a good example of
some of the best practices that do get used in building digital tools
in tight timelines.

● (1600)

Mr. Irek Kusmierczyk: That's terrific.

Again, going back to your experience, both now in the private
sector and in the public sector, can you speak to the particular chal‐
lenges that government IT faces that perhaps the private sector does
not face?

Ms. Catherine Luelo: I get asked that question quite often. I
think there are a few things that I would highlight for the committee
here.

One is that the thing the Government of Canada has going for it
is the mission work, which is incredibly impactful for technology
professionals. There's nothing that beats what we get to do every

day. The 18,000-plus technology employees who serve this country,
that's why they're doing what they're doing.

I think the consistent challenge that we have with the private sec‐
tor right now is that there's a significant talent gap in this country
and everyone is trying to digitize at the same time. A quick look at
Stats Canada's data shows that year-over-year growth for software
engineers is 115%. Those people don't exist, and that's just one ex‐
ample. So I think just the general constraint of talent in Canada is a
consistent problem.

I think one of the unique issues that I observed within govern‐
ment is that it is a long process to attract, hire and get people into
the system. We've stood up a digital talent and leadership team
within the office of the chief information officer to specifically ad‐
dress some of those systemic issues and are finding great collabora‐
tion with our colleagues in OCRO to assist with that.

Mr. Irek Kusmierczyk: Thank you.

I want to go back to ArriveCAN.

You mentioned the fact that one of your principal roles is to de‐
velop policies that help prevent cyber-events. We've heard in previ‐
ous testimony in front of this committee that the Government of
Canada faces billions of cyber-threats on a regular basis.

I want to ask you this. Does a project like ArriveCAN, a project
of this scale and scope, a project that was stood up so quickly, ele‐
vate the risk for cyber-attacks or cyber-events, and is that why we
had to pay such careful attention to make sure that it was cyberse‐
cure?

The Chair: You have time for a 30-second answer.

Ms. Catherine Luelo: Yes. There is a set of standards we use for
cybersecurity, and they were well followed in this example. Be‐
cause of the way this application was developed and the use of
cloud technology, we had comfort that even though they moved
with velocity, they moved with security and safety.

Mr. Irek Kusmierczyk: Thank you for that.

The Chair: Thanks very much.

Mrs. Vignola, go ahead for six minutes, please.

[Translation]

Mrs. Julie Vignola (Beauport—Limoilou, BQ): Thank you
very much, Mr. Chair.

My first questions will be for Ms. Clarke.

Ms. Clarke, we received your guide on IT procurement reform at
the Government of Canada, which contains very logical and rele‐
vant recommendations, particularly regarding contract size. The
smaller the contract, the lower the risk, since they allow for better
follow up. You also talked about recruiting specialized employees.
You said we need to make sure managers have IT knowledge. I
think that's a basic requirement if you work in this field. You can be
a manager and have many skills, but the IT field does require some
fairly technical knowledge.
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There is, however, one recommendation on which our opinions
diverge. You stated yourself, in your brief, that this recommenda‐
tion would likely lead to disagreements. That is indeed the case. I
am talking about the recommendation to eliminate the bilingualism
requirement for IT employees in order to broaden the pool of avail‐
able talent.

First, talent has nothing to do with the language spoken at birth.
In addition, proportionally speaking, Francophones are the most
bilingual and more easily express themselves in both of Canada's
official languages, especially in Quebec. Moreover, of the man‐
agers who are supposedly bilingual, some are perfectly bilingual
while others have difficulty answering questions in French.

Given all of this, what impact do you think adopting this recom‐
mendation would have on the right of Francophones to access IT
jobs in government and on their right to work in their mother
tongue?

What about francophones' access to government information and
data?

Basically, your recommendation is saying that we are second-
class citizens. It's a distressing recommendation. It's as though we
don't matter.

Would you be comfortable in the opposite situation, that is, if a
unilingual francophone with great IT expertise made everyone
work in French?

These are questions that come to mind in reading this recommen‐
dation. Sometimes, when you are part of the majority, you don't re‐
alize how this kind of recommendation can impact the minority,
particularly the linguistic minority in North America. Were you
aware of all the repercussions and impacts this could have on em‐
ployees?

● (1605)

[English]
Ms. Amanda Clarke: Thanks for the question.

We acknowledge in the brief that it is a highly controversial sug‐
gestion. What it emerges from is interviews with public servants to
try to better understand the barriers to attracting tech talent, which
is really in demand, into government. I think it would be perfectly
legitimate to say that the values of bilingualism and the objectives
of inclusivity and ensuring that francophone Canadians are repre‐
sented in the federal public service, which is a policy objective, are
valid. If that makes it harder to hire IT talent, we just accept that,
because it's a more important value. I think that is perfectly reason‐
able. Where we were going with that suggestion was to say that ob‐
jectively the more requirements you have for hiring, the smaller the
pool can become.

The other thing we would note, for example, is that the current
requirement to be in the office is another huge barrier to attracting
tech talent. Acknowledging that government will never be able to
compete, dollar for dollar, with the private sector in hiring tech tal‐
ent, we have to have other incentives, and that's where we're going
with that.

[Translation]

Mrs. Julie Vignola: You said you spoke with public servants
and asked them questions. What was their mother tongue? Which
language did you use the most?

[English]

Ms. Amanda Clarke: I should be clear that there's—

[Translation]

Mrs. Julie Vignola: Was it English or French?

[English]

Ms. Amanda Clarke: I should be clear that the public servants I
speak to don't explicitly say that we should give up on the bilin‐
gualism requirements. They just note that it is a legitimate chal‐
lenge—

[Translation]

Mrs. Julie Vignola: The question is still the same: what was
their mother tongue?

[English]

Ms. Amanda Clarke: For the vast majority of public servants I
interview, I'd say most of them are anglophones.

● (1610)

[Translation]

Mrs. Julie Vignola: There, thank you.

Are you implying that there are not enough bilingual people in
Canada to fill these positions and that francophones should there‐
fore give up their own rights so that unilingual anglophones can get
jobs? It is important to note that, in a place such as Quebec, where
the majority is francophone, bilingualism is required in more than
70% of cases, while that is not a requirement in francophone re‐
gions elsewhere in Canada.

Are you suggesting that we should drop francophones' rights so
that English becomes the only language of work in IT in Canada?

[English]

The Chair: I'm afraid you're not going to be able to have time
for an answer there. We are out of time. I gave you an extra 30 sec‐
onds for the translation issue, so maybe next round....

Mr. Johns, you have six minutes, please.

Mr. Gord Johns (Courtenay—Alberni, NDP): Thank you.

Before I get started, I want to thank you and, by extension, your
teams and your families as well, for your extraordinary service to
Canadians in protecting their health during a very difficult time.
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Maybe I'll start with you, Mr. Stewart. Can you tell us who owns
the intellectual property for the ArriveCAN app?

Mr. Rob Stewart: I believe it to be CBSA.
Mr. Gord Johns: Okay. The government owns the IP. Now, my

understanding is that it is the policy on title to intellectual property
arising under Crown procurement contracts that the default pre‐
vents the Crown from owning the IP for software products pro‐
duced under government contracts.

What exemption to this policy was relied on to allow the Crown
to obtain the IP? Was a Treasury Board approval granted?

Mr. Rob Stewart: I'm sorry. I can't answer that question. I was
assuming—and when I said “I believe”, it was on the basis of an
assumption—that CBSA would own that technology because it was
CBSA personnel who—

Mr. Gord Johns: So you don't know.
Mr. Rob Stewart: No.
Mr. Gord Johns: Okay. My understanding is that the policy of

the title to intellectual property arising under Crown procurement
contracts generally prevents the Crown, as I said, from owning the
IP for software products produced under government contract.

Under this policy, the default is that the IP is owned by the con‐
tractor. In this case, the contractor would be GC Strategies, an IT
staffing firm, or perhaps it's one of the unnamed subcontractors.
Are you able to confirm in writing who owns the intellectual prop‐
erty for the ArriveCAN app, whether that's GC Strategies, an un‐
known subcontractor or the Crown?

Mr. Rob Stewart: I can certainly undertake to do that.
Mr. Gord Johns: Okay.

Does the government need to acquire and maintain any licences
to make the app available to the public, and if so, who issues these
licences? Can you advise if CBSA has paid any licensing fees in re‐
lation to ArriveCAN or if it anticipates that it will need to do so in
the future?

Mr. Rob Stewart: I'm sorry, sir. I'm not able to answer questions
of this type because they should go to CBSA.

Mr. Gord Johns: Okay. It would be good to get those responses
in writing.

I'm going to change my questions and go to Mr. Boots.

I was surprised to learn that the policy on title to intellectual
property arising under Crown procurement contracts generally pre‐
vents the government from owning the IP for software products
produced under government contracts, and that certain exemptions
must be met or Treasury Board approval must be granted in order
for the Crown to take ownership of the IP.

How often does the Treasury Board grant approval to allow de‐
partments to take ownership of IP for products that they are paying
to have developed?

Mr. Sean Boots: That's certainly a great question. Thanks.

Some of that is available in the proactive disclosure of contracts
dataset for more recent contracts, but maybe I can pass that to Ms.
Luelo for more details on that.

Ms. Catherine Luelo: Thank you.

Mr. Chair, we will undertake to get you that information. I don't
have that at my fingertips.

I would say that CBSA wrote over a million lines of code to de‐
velop this product, but we will get back to you on the terms of the
IP.

Thank you.

Mr. Gord Johns: Okay. This policy seems like it would lock the
governments into contracts with vendors and prevent software
reuse between departments without additional licensing fees being
paid.

Will the Treasury Board's comprehensive strategy policy review
be looking at this policy and evaluating whether increasing public
ownership of IP or use of open-source software would better
achieve the goals of obtaining best value and demonstrating sound
stewardship of public funds?

Ms. Catherine Luelo: I'm sorry. Is that directed to me or Mr.
Boots?

Mr. Gord Johns: That would be to you, Ms. Luelo.

Ms. Catherine Luelo: Thank you. My apologies for that. I didn't
want to jump in front of Mr. Boots.

I will undertake to get you an answer on that. Thank you very
much for your question.

● (1615)

Mr. Gord Johns: Okay.

In the case of ArriveCAN, this committee has been told that
work on the app was outsourced because of the urgent need and
lack of internal capacity. The mandate letter of the President of the
Treasury Board includes developing a public service skills strategy
with an emphasis on “increasing the number of public servants with
modern digital skills”. I think Ms. Clarke alluded to that as well. It
also includes reducing “the time it takes to hire public servants.”

Can you speak to what progress has been made on those fronts
over the last year? Will the strategy include anything to ensure digi‐
tal expertise in senior leadership?

Ms. Catherine Luelo: Yes. Thank you.
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Let me start with the last part of that question. In terms of in‐
creasing the skill set of senior leadership, that is an ongoing pro‐
cess. In fact, last week I spent time with the deputy minister com‐
munity actually walking them through the digital ambition and talk‐
ing to them about the types of things they should be working on
with their teams, from policy design right through to operations.
That is a common occurrence that is starting to happen in govern‐
ment. We have a number of different programs through the Canada
School of Public Service, which I can't comment on, but certainly
that is intended to do that type of training.

That's to the last question.
Mr. Gord Johns: Ms. Clarke talked about the pay scale. GC

Strategies is making between $1.2 million and $2.7 million. It's an
obscene amount of money.

In 2018, the Auditor General recommended mandatory training
for procurement officers on complex IT projects and agile methods.
Has any effort been made to implement that recommendation?
What have been your efforts, to follow up on what Ms. Clarke said,
to ensure that we're recruiting people who understand and have the
capacity and ability to do this kind of work?

The Chair: I'm afraid you have about 10 seconds for an answer.
Ms. Catherine Luelo: We have the recruitment office that we've

stood up. In terms of the overall contract versus employee wage, I
would offer up that this is a normal, consistent private sector-public
sector gap across Canada. It specifically can be explained through
the differential in things like pensions and benefit programs, etc. It's
not a one-to-one ratio.

We can certainly revert with some additional information.
The Chair: Thank you.

Mrs. Block, you have five minutes, please.
Mrs. Kelly Block (Carlton Trail—Eagle Creek, CPC): Thank

you very much, Mr. Chair.

I'd like to thank our witnesses for joining us today.

My first questions will be for you, Mr. Stewart. I'm wondering if,
in your role as the deputy minister for public safety, you could ad‐
vise us on who the minister's lead exempt staff were on this file.

Mr. Rob Stewart: I can only name one. That would be the chief
of staff, Zita Astravas.

Mrs. Kelly Block: In your former role as well, can you perhaps
advise us on how often the minister and that lead were briefed on
the ArriveCAN app and the project itself?

Mr. Rob Stewart: The briefing I can't recall in specific detail,
but I can tell you that in that period of time of March 2020 through
April, the briefings of the minister were almost daily.

Mrs. Kelly Block: Thank you.

Are you aware of any other ministerial staff who were involved
in any of the decisions on ArriveCAN?

Mr. Rob Stewart: Ministerial communications staff would have
been involved in the soft launch and the formal launch.

Mrs. Kelly Block: Are you aware of any from PCO or PMO?

Mr. Rob Stewart: Not first-hand, but it would make sense for
PCO and PMO to be informed of the intention to launch the app.
Indeed, there was a community of deputy ministers and officials at
all levels who were working together very intensively over that pe‐
riod of time: the Public Health Agency of Canada, Health Canada,
Immigration, Transport, Global Affairs. All these people had an in‐
terest in the pandemic and what we were doing to manage it. They
were meeting regularly and would have been informed of the inten‐
tion to move from a paper-based process to an electronic process.

Mrs. Kelly Block: Thank you.

I'm now going to go to Ms. Clarke for a couple of questions. I'll
put some context around the question.

We are all aware that GC Strategies was chosen for a large part
of the work on ArriveCAN. They testified that they were not tech
experts or developers. What they did was build teams with the ex‐
pertise to do this work. We know from them and from the govern‐
ment that they cannot reveal the identities of the subcontractors be‐
cause of confidentiality provisions in federal procurement rules. It
is somewhat astounding to me that we can have government con‐
tracts awarded to companies that then subcontract, and there's no
way we can know who those subcontractors are, the work they did
and how much they were paid.

You recommended increased transparency around federal con‐
tracting: that departments “should disclose IT and professional ser‐
vices contract costs (also per-vendor) associated with each IT
project on an annual basis.”

Can you comment on the practice of procuring the services of a
vendor who does not do the actual work, but then procures the ser‐
vices of subcontractors? We can have no information when it
comes time to ensuring that Canadians are getting value for the
money that is being spent.

● (1620)

Ms. Amanda Clarke: I don't know how widespread that is but,
anecdotally, the idea that you would lean on a staffing agency to
quickly pull together a team is not bizarre.
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One of the things I've learned from the research and speaking
with public servants, both in Canada and internationally, specifical‐
ly about this question of how governments can responsibly work
with private IT vendors is that once you have that core expertise in-
house, you're in a great position to be that smart shopper, to com‐
pile those teams yourself and know which firms have expertise,
who does good work, how to check their work and hold them to ac‐
count. You can then directly build that search capacity—which is a
term that often gets used by public servants—acknowledging that,
especially when something needs to be done really quickly or
there's an emergency, as was the case here, of course you're going
to work with private vendors.

I don't tend to hear anybody telling me that working with an in‐
termediary like a staffing agency is what they would view as best
practice. That's all I will say about that.

Mrs. Kelly Block: Okay.

Thank you very much.
The Chair: Thank you, Mrs. Block.

Next we'll have Mr. Jowhari for five minutes, please.
Mr. Majid Jowhari (Richmond Hill, Lib.): Thank you, Mr.

Chair.

I would like to thank the witnesses for coming in, in person, as
well as for sharing their insight with us.

I look at the panel in front of us today and I see representatives
from the government who are experts in digital polices, as well as
security. I see researchers and academics who have done extensive
research not only on our policy, but on how we could do better.

The CBSA representative, during that period, talked about the
processing time and the scope of the work that was done.

In our last meeting, we managed to clearly establish, first of all,
that in no way have we spent $54 million. The spend to date is
about $40 million. In no way have we spent $54 million in develop‐
ing this application. The total cost of the application development
was around $8.8 million.

Today, I want to ask you this, as panellists with three different
types of expertise. If I had come to you—and I consider myself a
third party developer, and over a weekend developed an app—and I
said that I am about to offer this application to you, which cost me,
supposedly, about $250,000, what concerns would you have? Could
such an application be developed with the extensive knowledge that
you have and with the extensive discussions that you had during
that time for that money?

I'm going to start with Ms. Luelo.
Ms. Catherine Luelo: It is a common practice to do weekend

hackathons, when companies or individuals will build something
that is a front-end application. Again, it's a common practice and
one that we should aspire to work with these smaller start-up orga‐
nizations on to continue to learn from some of the practices. I ac‐
cept that.

What I would worry about, as an individual who has run wide-
scale commercial operations, not just from the policy side, but actu‐

ally running these things.... You worry about privacy; you worry
about accessibility; you worry about it being multilingual; and you
worry about how it hooks into all of the back-end systems. There's
a whole testing protocol that needs to go on, not just to have you
say it's okay, but to prove it's okay.

It's not just about taking the front end and connecting it to a very
complex back-end environment that we have in the Government of
Canada. It's taking the time to run the test to prove that you've met
all of those criteria around accessibility, languages, security and
privacy.

Those are the things that I would worry about.

● (1625)

Mr. Majid Jowhari: Ms. Clarke and Mr. Boots combined could
probably answer that question.

Ms. Amanda Clarke: I agree completely.

People are pretty much over their enthusiasm for weekend
hackathons. It's not the thing when it comes to building robust, ac‐
cessible public services. That's not to say that we don't want to tap
into a specific tech community, create open APIs and think about
releasing data and collaborating with these players. You can't build
strong public services on a shoestring, and it's not the kind of thing
that can be designed, developed, and maintained by somebody
hanging out in their basement for a weekend.

Mr. Majid Jowhari: Go ahead, Mr. Boots.

Mr. Sean Boots I will say, having built things on weekends.... As
Prof. Clarke said, it's easier to build what it might look like, but it's
hard to know what it would look like to run that, and to run the in‐
frastructure for it, at scale.

Mr. Majid Jowhari: Go ahead, Mr. Stewart.

Mr. Rob Stewart: I would agree with my colleagues. This is not
something you take lightly.

Having said that, in the instance of ArriveCAN, and with all due
respect to Prof. Clarke, I think it's an example of the government
being very nimble and agile, and able to do something that was
very effective in a short period of time.



November 17, 2022 OGGO-39 11

You have to take some risks. I'm not saying, “Put the app into
production if somebody shows up and says it can do X”, but you
should definitely look at it and think about the various considera‐
tions that have been articulated so far.

Mr. Majid Jowhari: Thank you.

Is it fair to conclude that $250,000 might be a fair, agile response
to the front end of an application, but not necessarily to the tune
that we need to be able to run a digital platform with the level of
security and data we need?

Just say yes or no.
Ms. Catherine Luelo: Yes, I think it's the difference between a

prototype and a working system.
Mr. Majid Jowhari: A prototype for $250,000, as opposed to—
The Chair: I'm afraid that's all the time we have, Mr. Jowhari.
Mr. Majid Jowhari: Thank you, Mr. Stewart.
The Chair: Thanks.

We have Mrs. Vignola for two and a half minutes.
[Translation]

Mrs. Julie Vignola: Thank you, Mr. Chair.

My question is for Mr. Stewart, Ms. Luelo and Mr. Boots.

If the bilingualism requirement had been waived, as recommend‐
ed in the Carleton University brief, would we have been able to hire
more people? Would more people have wanted to work for the
Government of Canada to develop this app? Would it really have
made things easier?
[English]

Ms. Catherine Luelo: The answer is no.

There is a fundamental lack of talent in Canada right now. There
are not enough people to fill the roles. I don't subscribe to the idea
that, if we'd removed that criterion, we would be in a different place
on ArriveCAN.

Part of how we are thinking about this.... I speak with the CIO
community. I'm the functional leader of that community in govern‐
ment. This is a topic we speak about often. We envision a world
where we bring people in who are, perhaps, unilingual—either
French or English—and provide a forum for them to be trained in
both official languages.

I agree with your theory that this is what will make the best tech‐
nology for Canadians. I'm a firm believer that the workforce that
builds digital for Canada needs to look Canadian. That includes
both official languages.
[Translation]

Mr. Rob Stewart: I would say the opposite. Since there is a lack
of qualified workers to develop technologies, we need to set up ed‐
ucation programs in both official languages so that the government
can be better equipped in this field.

Mr. Sean Boots: For my part, I agree with Ms. Luelo. I would
add one point, however. Management positions require a certain
level of bilingualism. I would recommend giving people access to
positions in the public service where they would have advancement

opportunities without becoming managers. This would lead to in‐
creased technical capacity within the public service without losing
the very important values related to official bilingualism.

● (1630)

Mrs. Julie Vignola: Thank you for your answers.

[English]

The Chair: Mr. Johns, you have two and a half minutes, please.

Mr. Gord Johns: Ms. Luelo, you indicated in response to anoth‐
er question that you were comfortable that security protocols were
met for ArriveCAN despite the velocity of the project.

This week, the Auditor General released a report concerning
findings about the government's ability to prevent, detect and re‐
spond to cyber-attacks. The report found that departments are “con‐
fused on cybersecurity roles”, that “cloud guardrails [were not]
monitored consistently across all contracts” and that “contract secu‐
rity clauses were unclear and not standardized.”

Can you comment on this report by the Auditor General and
what the Treasury Board will be doing to urgently address security
vulnerabilities and ensure Canadians' personal information is pro‐
tected?

Ms. Catherine Luelo: Yes. We welcomed the Auditor General's
report.

We are at the very beginning of our migration to cloud as an or‐
ganization. The findings in the auditor's report would be consistent
with my experience, having done this in other large Canadian orga‐
nizations, where at the beginning you have a strong set of controls
but the organization needs to adapt to make sure those controls are
consistently applied.

We have taken action already to work with the different depart‐
ments to ensure there is a clarity of roles and responsibilities. You
will note that we have published an update to the GC cybersecurity
event management plan. That's actually been in the works for about
nine months. There was an update posted late last week, so that is a
work in progress for us and will continue to be a work in progress.

Monitoring is going to be a very large part of ensuring that we
have good controls in place that are in all cases being followed.

Mr. Gord Johns: Thank you.
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Ms. Clarke, in a brief to this committee you noted that the U.K.'s
early spend control policies are a success and recommended that
Canada adopt similar policies. Can you describe the differences be‐
tween current Canadian policies and those the U.K. has implement‐
ed with success?

Also, you recommended improving the extent and quality of
public disclosed IT procurement data. Maybe you could talk about
Canada's transparency around procurement and compare that to
other countries.

Ms. Amanda Clarke: Yes. Thanks. That's a good question.

The U.K. is far ahead of the Government of Canada in introduc‐
ing a lot of modern design practices, bringing in technology talent
and also instituting hard carrots and sticks for departments to be
smart about how they procure and manage technology.

One of the things they did early on was institute spend controls
in order to shrink the size of contracts. In the brief, we explain why
that's important: because when contracts are small, it's easier to piv‐
ot from vendors that aren't performing well. It also forces vendors
to produce something early so you can test it with users to see if it
actually makes sense and works.

They saved an incredible amount of money in that jurisdiction,
and that's why they rose to the top of all the global rankings of digi‐
tal government. Their model of thinking about how to build digital
capacity has been largely recreated around the world, including in
Canada. The Canadian Digital Service is built out of that model.

We can look to the U.K. for examples—
The Chair: I'm afraid I have to cut you off there, Professor

Clarke, but maybe you can provide us with some written informa‐
tion.

Mr. Johns, thanks very much.

Mrs. Kusie, you have five minutes, please.
Mrs. Stephanie Kusie (Calgary Midnapore, CPC): Thank you

very much for being here today.

Mr. Stewart, was Gerald Butts implicated at any time?
Mr. Rob Stewart: No, not to my knowledge.
Mrs. Stephanie Kusie: Was Katie Telford implicated at any

time?
Mr. Rob Stewart: Not to my direct knowledge, although as

chief of staff to the Prime Minister, she may have been briefed at
some point.

Mrs. Stephanie Kusie: Okay.

Was Tom Pitfield implicated at any time?
Mr. Rob Stewart: Not to my knowledge.
Mrs. Stephanie Kusie: Was Ben Chin implicated at any time?
Mr. Rob Stewart: Not to my knowledge.
Mrs. Stephanie Kusie: Okay.

Ms. Luelo, would you be able to explain for us what a national
security exemption is, please?

Ms. Catherine Luelo: To the best of my understanding—and I'll
preface this by saying that I'm still fairly new in this role—a nation‐
al security exemption allows us to step around some of the prac‐
tices that are in place around procurement to move more quickly
based on national security concerns, but I will confirm back in writ‐
ing that this is an accurate representation.

Mrs. Stephanie Kusie: Okay.

Were you made aware or was your predecessor made aware of
the implication of national security exemptions in the creation of
ArriveCAN?

● (1635)

Ms. Catherine Luelo: It is my understanding that ArriveCAN
was...they used the national security exemption for some procure‐
ment related to accessibility, but again, I'll go back and confirm that
in writing.

Mrs. Stephanie Kusie: Okay.

Ms. Clarke, I want to say I'm certainly a fan of your work and of
your articles. As the new shadow minister for the Treasury Board, I
am very interested in value for money. I certainly share your
quandary in the existing situation, which is a lack of talent within
the public service and therefore the use of what are probably over‐
priced consulting firms in an effort to compensate for that lack of
inherent information and capacity, yet at the same time the recogni‐
tion of the time and investment to make the transition and, as Ms.
Luelo pointed out, the lack of talent available in Canada at this
time.

You referenced the United Kingdom, which my colleague Mr.
Johns mentioned briefly. Can you expand a little upon their system
for this transition from consulting firms to inherent capacity, infi‐
nite capacity, and what that might look like based on their model?

Ms. Amanda Clarke: Their model grew out of massive failure
in parliamentary scrutiny, so you're on a good roll here. Basically,
they have an amazing parliamentary report from, I think, 2011,
called “Government and IT—'a recipe for rip-offs'”. They pretty
much investigated the scandalous awarding of contracts to a small
number of massive IT firms, which led to huge failures, including a
massive failure of their effort to create a universal benefit system.
That's really worth checking out.

From that failure.... At the time, there was a coalition govern‐
ment that was interested in improving public services, led by David
Cameron. You saw huge investment and a lot of ministerial leader‐
ship to recruit tech talent and to evaluate the rules that make it hard
to do good tech work in government.

The recipe is pretty clear. I hope we don't have to have a massive
failure to get there, but I increasingly fear that we do.
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It's a similar story in the U.S. The reason they moved ahead on a
lot of tech reforms was that Obama's health care initiative failed on
the first day because the website didn't work. This led to the cre‐
ation of presidential innovation fellows and the U.S. Digital Ser‐
vice. Now, under the Biden administration, there's significant in‐
vestment in reducing administrative burden and improving services.

We haven't seen that same kind of activity here in Canada. We
have been more at the level of strategies, visions and some tech tal‐
ent hiring, but we need some significant hard rules, I think. We also
need to streamline some of the existing rules, so that public ser‐
vants trying to do good work are enabled to do that good work.

Mrs. Stephanie Kusie: I certainly would be interested to hear
what your definition of a “massive failure” is, but perhaps that is a
conversation to be had over a strong Earl Grey tea.

Ms. Luelo, in your opinion, is the current Treasury Board Secre‐
tariat following the objective as outlined in the mandate letter to
make this transition? In your opinion, how is this going so far?

Ms. Catherine Luelo: I believe we are moving along the path on
the mandate, demonstrated by the digital talent group that is being
stood up. We are making significant efforts to hire outside of gov‐
ernment.

Typically, what is happening is that we're seeing a migration of
talent around government, but not the right net new into govern‐
ment. There's an outreach and recruitment process that our team has
executed in the last six months. There are a number of job posters.
In fact, we have had some very strong external candidates, but we
need to increase the volume from where we are.

I would offer one other thought. We need to stop doing so many
things. If we had less work, we would be able to take the talent that
we have and.... “Talent” is maybe the wrong word. There is an in‐
credibly talented group of leaders inside government, as well as
coders, developers, software engineers and network experts. There
are not enough of them, based on the large agenda that govern‐
ments over many years have put forward.

The reality is that we have a technical environment that is in
need of attention. We need to prioritize where we're going to spend
limited tech talent.

Mrs. Stephanie Kusie: Thank you, Ms. Luelo.

Thank you, Chair, for your generosity of time.
The Chair: Thank you.

Mr. Housefather, you have one minute.
Mr. Anthony Housefather (Mount Royal, Lib.): Did Mrs.

Kusie take four of my five minutes?

Thank you, Mr. Chair.

By the way, I'm going to start by saying, Ms. Clarke, that I really
appreciated the document you sent. I sent it to the minister after I
read it. I thought it was very well done.

Mr. Stewart, I want to come back to the national security exemp‐
tion that Mrs. Kusie just raised, which I believe was awarded to
you. It's the contract related to ensuring that accessibility require‐
ments were met, as Ms. Luelo just mentioned.

It's my understanding that in March 2020, the national security
exemption was invoked to exempt all elements of the procurements
of goods and services required in order to respond to the
COVID-19 pandemic, and it exempted these procurements from the
provisions of all of Canada's applicable trade agreements.

Is that your understanding? Did you understand that that excep‐
tion applied to all goods and services, not just to ArriveCAN, in
that one contract?

● (1640)

Mr. Rob Stewart: I don't know that for a fact, but I would cer‐
tainly believe it to be true. In March 2020, we were trying to pro‐
cure all kinds of goods and services, in particular goods such as
protective equipment. We were doing it by any means possible and
as quickly as we could do it.

Mr. Anthony Housefather: That's my understanding. There's a
lot of discussion, and things can sound very sinister in sound bites,
but when you take the time to walk through them, most of these
sound bites are untrue. My understanding is that there is no issue,
because that wasn't a specific issue related to only one ArriveCAN
contract. It was related to the timing of that contract, when there
was a general exception for all goods and services.

Can I come back to you, Mr. Stewart, because you were there?
You mentioned that you briefed Minister Blair. It is normal that you
would brief the minister and his chief of staff on a regular basis
with respect to what was happening.

Did the minister ever offer you any political direction stating that
you had to contract any specific organization?

Mr. Rob Stewart: No.

Mr. Anthony Housefather: Was he involved in determining
who any of the contracts were awarded to?

Mr. Rob Stewart: No.

Mr. Anthony Housefather: Was any political person involved
in that—his chief of staff or anybody political?

Mr. Rob Stewart: To the best of my knowledge, no.

Mr. Anthony Housefather: Thank you very much. Again, that
dispels claims about Liberal insiders benefiting.

The $250,000 cost has been brought up multiple times in ques‐
tion period and, in fact, at committee the last time—that this app
could have been developed for $250,000, which even the people
who did the hackathon didn't say.

Ms. Luelo, I'll go to you first, and then I'll go to Ms. Clarke.
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Ms. Luelo, you were not in government at the time. You came
from the outside, so you were not involved in the development of
ArriveCAN. Do you believe, as I asked the CIO of Public Safety
last time, that ArriveCAN—meaning the initial development, the
70 or more updates required over a span of two years to make sure
the app kept responding to changes in dynamics, and all the other
things, such as accessibility, security, training and support—could
have been done for $250,000, under any circumstances?

Ms. Catherine Luelo: No, that is not consistent with my experi‐
ence.

Mr. Anthony Housefather: Could it have been developed
for $250,000?

Ms. Catherine Luelo: It could be developed; I don't think it
could be operated. You could develop it, but if you can't run it to do
the thing....

Mr. Anthony Housefather: Would you say this is like
the $80,000 it took to develop the initial version, the prototype of
the app?

Ms. Catherine Luelo: That's correct.
Mr. Anthony Housefather: Let me know if you think this is

right. I compare this to spending two years developing the best race
car in the world. I've spent two years, made 70 modifications to the
engine and all the different parts of the car, and tested it to make
sure it met the highest safety standards. I tested it with multiple
drivers on every different surface, in order to make sure it could be
used easily, everywhere in the world. Then, somebody comes and
copies the chassis of the car, based on the plans I developed. They
say they did the same thing I did, even though nobody ever drove
the chassis of that car.

Would that be a fair comparison?
Ms. Catherine Luelo: I think the comparison might be that they

copied the paint colour.
Mr. Anthony Housefather: That helps me a lot.

Ms. Clarke, could you also chime in on that, in terms of that
claim?

Ms. Amanda Clarke: There were cute stories about people who
created the app for $250,000 over a weekend, but, as we've dis‐
cussed, that's not a fully functioning service. It's not being main‐
tained; it doesn't have security protocols; it's not necessarily acces‐
sible; it's not looped into back-end systems, all the updates and or‐
ders in council that required changes.

What's more interesting to think about is this. We have an exter‐
nal capacity of civically minded tech folks in Canada who want to
feed into the work of government. We've already talked about using
more open source. If we did that, we would see a more interesting
thing—not people creating apps over the weekend to get a little sto‐
ry in the National Post, but, instead, people looking at the code.
They could scrutinize it, and they could look for security issues and
find ways to improve it. That's a really beautiful collaboration that
actually produces public value.

Mr. Anthony Housefather: Do I have any time left, Mr. Chair,
or am I done?

The Chair: You have 11 seconds.
Mr. Anthony Housefather: Thank you so much to all four wit‐

nesses.
The Chair: Thanks, Mr. Housefather.

Witnesses, thanks for joining us. You are excused.

The public portion of the meeting is now complete. We're going
to proceed to the in camera portion of the meeting.

When we suspend the meeting, the tech staff will end this meet‐
ing on Zoom. Mr. Johns, Mr. Bains and Mr. Chambers, you'll have
to log back in with the second part of the Zoom code.

With that, we are suspended.

[Proceedings continue in camera]
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